
DEA Response to Change Healthcare Cyberattack (March 1, 2024) 

Dear DEA Registrants, 

The Drug Enforcement Administration (DEA) is aware and continues to monitor the cyberattack 
experienced by Change Healthcare. As this cyberattack continues to impact your ability to 
service patients, DEA is available and willing to assist you in maintaining continuity of care and 
customer service. Please submit any questions regarding controlled substances operations being 
affected by the cyberattack to the DEA Diversion Control Division’s Policy Section (DPY) at: 
dpy@dea.gov 

As a reminder please be vigilant and continually monitor your Prescription Drug Monitoring 
Program (PDMP) account for any anomalies. If prescription fraud is suspected please contact 
your local DEA Office DEA Contact Us - Search Utility (usdoj.gov). 

mailto:dpy@dea.gov
https://apps.deadiversion.usdoj.gov/contactDea/spring/fullSearch?execution=e1s1
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